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* To make it clear that in 0S/2-eCS, we have
today a commercially viable operating
system that can compete with and
interface with both Windows and Linux.

* When a customer is either choosing a new
operating system or choosing to migrate
away from an operating system - 0S/2-eCS
should once again be considered as an
option.



about 0S2

* 0S/2-eCS is dead, nothing is being
developed, it will disappear very soon

e 0S/2-eCS won’t work on current PCs or
support modern technologies such as USB,
WiFi, SATA and DVD.

* You can’t get support for 0S/2-eCS
e 0S/2-eCS is hard to install
e 0S/2-eCS is “old fashioned”

* There’s no current office suite or Web
browser for 0S/2-eCS

* You cant have a mixed 0S/2-eCS, Windows
& Linux network.
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Patchy vears ahead for software users
IDGE Mews Service 10723703

Dale Sweitzer, a network administrator for Crossville Ceramics in Tennessee, has hit a rough patch -- or series of rough
patches to be exact,

Sweitzer, who handles security for 160 geographically dispersed PCs running Microsoft Corp. software, says that he
spends more time and money applying software patches than he does doing almost anything else on the job, and he's
not alone.

Although vendors like Microsoft have been working recently to simplify software patch delivery, the problem remains a
critical ane for IT administrators who are strugagling to keep up with all the patch work,

Frarm filling security holes to upgrading features, the ackt of applyving patches, or putting a new piece of software code
over an old aone —- has becorme for many a full time job.

"Patching is a nightrmare,' said Alex Bakman, founder and chief executive officer of patch management provider Ecora
Corp. The recent onslaught of security threats like Blaster and Slammer, have only aggravated the problems
administrators face, he said.

According to Bakman, it takes an average of 30 minutes to apply a patch to each machine in a company's system, and
hundreds of patches have been released by various vendors so far this year. Companies are selecting which patches
they need to apply because their IT staff is already spending twio to three hours a day patching systems, Bakman said.

"The current frustration level is incredibly high,"” Bakman said.
Of course, patching is just a symptom of the wider problem with software, users say, which is the gradual and seemingly
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Should Microsoft pay your security patch costs?

By Dan Farber, Tech Tpdate
Jatwaty 30, 2003

BEill Gates must be livid. Just after he publishes an e-mail letter to customers outhning
Mhcrosoft's progress on its Trustworthy Computing mutiative, the SQL Slamier worm--
376 bytes of code also known as Sapphire, w32.SQ)Lexp.worm, and Hellkern--exploits
knovm vulnerabihties im Macrosoft SQL 2000 servers. It creates a global Internet
slowdown and another embarrassment for the chanman of the world's most powerful
software company. And to top it off, Microsoft’'s own servers were Slammed.

The worst part 13 that a patch for the svulnerability explotted by the Slammer worm was 1ssued last
sumtmet and was included m the latest service pack for Microsoft SQL Server 2000, In fact, the
majority of successful hacks come as a result of an exploitation of a known wilnerabiity. In fating to
apply the updates to some of itts servers, Microsoft didn't follow its own secunty polices. Gates,
Ballmer and the other Microsoft execs are probably still cocling down, tryving to avord stranghng the
cotnpaty's systetn adininistrators.

Given that a patch was available, Microsoft should not have both feet held to the fire. (Gates and
company are extremely serious about removing the stigma attached to the level of securty in its
products. With customers looking to cut costs and Linux watiatives cutting into Microsoft's dominant
share across multiple markets, having a reputation for defective, msecure products 15 not helpfil n
convincing customers to stay the course.

Az part of the vear long focus on secunty, the company claims that i retramed 11,000 developers--
at a cost of more than $200 million m lost productivity--to make its products more secure. Tools
like the Microsoft Baseline Secunty Analyzer, which scans systems for comtmon misconfigurations
across most of the company's products, are popping up.




Windows is dying! 7

As articles such as those shown on the previous
2 slides illustrate, the current “de facto”
operating system, Microsoft Windows, is
haemorrhaging because of extra support
costs caused by viruses and other security
attacks.

This is a “window of opportunity” for 0S/2-eCS.



Operational costs
increase

* Due to the constant, apparently
never ending patch cycle that exists
for Windows today, companies are
exceeding support budgets while
missing development target dates
and having too many system
outages purely to “fix” Windows
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e Companies running Windows

Option A. Continue with Microsoft and accept
increased costs and service outages.

Option B. Migrate to another Operating System
to reduce support costs and increase system
stability.



e Companies using 0S/2

Option A. Stay as is and
apply hardware driver
updates only

Option B. Upgrade to latest
(eCS) version of 0S/2 to get
current look and feel and
support

Option C. Change to
another Operating System -
Windows or Linux *




e Companies using Linux

Option A. Stay with Linux and update
with new versions as they come along.

Option B. Switch to another Operating
System to gain commercial support and
stability.

Realistically companies that have
invested in a Linux conversion are
unlikely to be able to afford change at
the moment.




e Companies just setting up or renewing their_
computer equipment

While there are few companies that don’t have
computer systems in place already, there are
those who are expanding or moving and at the

same time realise that their current systems
need to be reviewed.

In this case all possible options should be
presented and this is one area where a good
business case can be made for 0S/2-eCS



Commercial vs SOH ...... w
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2
environments 7/

Corporate and SMB companies
requirements differ greatly from SOHO
environments.

Corporate businesses have to put
business priorities (PROFIT) first.

How they increase profit and hence
increase cash returns for shareholders
fall into two areas:

1. More sales or sales with a larger profit
margin

2. Reduction in costs to produce the
product.



Due to increased
competition, very few
companies can increase
their profit by simply
raising prices. More and
more companies
nowadays have to
concentrate on reducing
costs. One place cost
savings can be made is
in system support staff
whose role does not
directly contribute to the
creation of the product |
but rather whose 1st 2nd 3rd 4t
increasing costs are a atr Qo @tratr
burden on the company.
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We all know that 0S/2 is not easily attacked*
by viruses and has been coded
professionally to avoid security holes.

0S/2 is also more stable generally so that
unexpected outages are less likely than
under Windows.

But how does this save companies costs ?



As well as the cost incurred in supporting a virus
susceptible operating system, profits are also
wasted by users using programs on their
company PCs that waste time or in themselves
cause support issues. Games are an obvious
example however the installation “from home?” or
“from the web” of unlicensed programs that
create data in incompatible formats for later use,
also causes support and hence overhead costs
that are undesired.



The fact that only a limited number of
programs are available for OS/2 is of
benefit to a company who doesn’t want
their accountants, customer service
clerks, machine operators, managers etc.
using unsupportable programs on their
company systems.



In the situation where the ONLY possible

application is a windows application,
0S/2-eCS can offer security benefits here
as well.

There are 4 possible approaches to run a
Win32 application under 0S/2-eCS - here
they are in order of preference:



1. Have the program ported using the
libraries and skills of Innotek. This is
especially relevant for in-house or
specialist applications.

2. Execute the program via the Citrix V7.1 or
later client from a remote, secure
Windows server (application needs to be
“Citrix compatible”). This approach is
more relevant to “mainline” applications.



1. Execute the program via Virtualisation
using Svista/2 either on the local PC or on
a secure remote server. This solution will
work for ALL applications.

3. Execute the Win32 code directly on the
local PC using ODIN (will not work for all
applications). Most relevant to small,
utility like applications.



companies

* VALUE through
No Viruses
High Stability
Secure user environment
Best performance on existing and new
equipment
Flexibility - Network or CD bootable as

well as hard disk (Thin Client
technologies possible)




companies

SAFETY through
No Viruses
Professional coding
Professional support
Legal, licensed software




How 0S/2-eCS fits w
into corporate / SMB
companies

 Applications

Open Office.org/2 as de facto Office

Suite _
IBM Web Browser /| Mozilla as de facto
Web Browser

SVista/2 as de facto Virtualisation
engine to run Windows and Linux
Applications in a controlled environment

Ported versions of Notes v6 and Citrix v
7.1 windows clients enable easy
integration into existing environments

OpenOfficeorg 11 @I mozilla

Serenity Dirtual Station™



have 7N

1. Bad, slow, inefficient code -

2. Security holes

3. Viruses

4. Version “churn”

5. The “need for speed” (ever faster processors).
6. An ever higher price tag.

If you need any/all of these - go with Windows.

If you want points 4 and 5 you could also go with
Linux.



Comparison table 1 7

e Windows * 0S/2-eCS
Virus prone No viruses
Multitude of Limited, controllable
applications number of
available applications.
Resource hungry Resource efficient
Limited desktop Security built-into
security desktop (rexx)
Only able to boot Able to boot from
from / work with network, CDROM &

hard disk hard disk



Comparison table 2

Linux

Can be complex to
install

Hardware changes
often require kernel
recompile

Open Sourced
applications can
have patented code
in them causing
legal issues

Base code is still
being developed,
requiring recompile
and system
interruptions to
implement

Multiple different
distributions

0S/2-eCS

Simpler to install

Hardware support
implemented via
drivers and IFS no
kernel change
required

Applications are
fully licensed and
-LEL

Stable base code,
little if any changes
needed

All base code
whether OS/2 or eCS
is the same



Conclusions

Be clear that 0S/2-eCS will not suit a lot of customers. There
can often be a dictated corporate direction and marketing
hype s,ells well to upper management, common sense often
doesn’t.

If you have an opportunity to present 0S/2-eCS, do so. It has
grown a lot in the last few years and is continuing to grow
in capabilities.

If you have a present 0S/2 customer who is considering
migrating, make sure he considers the benefit of getting
that “must have” application ported to 0S/2 or network
accessible rather than switching to a different environment.
This customer has stayed with 0S/2 this long so he knows
the merits of the 0S. Help him adapt what he has to fit his
needs rather than throwing out 0S/2 and inheriting the many
problems of changing to an unknown environment.



Open Discussion

* What are your experiences ?

e What is missing in 0S2-eCS in your
opinion ?

e What do you think is the “killer
application” that will help

increase the number of 0S/2-eCS
installations ?
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The proposed operating-systern migration of the City of Murich's 14,000 desktops from
Applications Microsoft to Limu was placed in jeopardy Friday, when a Munich alderman petitioned the Bavarian
BT Clile B city's mayor to examine the status of software patents in the European Community,
Distributions The issue was raised by Green Party Alderman Jens Muehlhaus, who warned that patent issues could
Download grind some of the city's departrments to a halt in the fiure. The 1zsue mwvolves a proposed directrve on
Genaral Iafo software patents that is being considered by various European governments, including Gertnany, -
France, and the TTE.
Book Store
“The threat 15 this: a patent owner could send a cease-and-desist order against the City of Iunich,”
satd Flortan Mueller, a software entrepreneur and spolkesman for the Green Party there. Mueller noted
that the European patent situation 15 “a grey area” that should be clarfied.
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